Final version of the questionnaire(7 questions)

Q1: Approximately how many online accounts do you have? (Such as social media, online shopping, learning platforms, etc.)

* Fewer than 5
* 5–10
* 11–20
* More than 20

Q2: Do you use the same or similar passwords across multiple websites?

* Frequently
* Occasionally
* Never
* Not sure

Q3: How do you usually store or manage your passwords? (Multiple choice)

* Completely rely on memory
* Use a password manager (e.g., 1Password, Bitwarden)
* Let the browser remember passwords
* Write them down (e.g., notebook, notes app)
* Use fixed patterns (e.g., name + birthdate combination)
* Other

Q4: Please provide an example of a password pattern you have used or might use (Do NOT include your real password. Just give an example like: abcABC123! or xcf1996)

[Open-ended]

Q5: Have you ever experienced any of the following situations? (Multiple choice)

* Could not log in due to forgotten password
* Received an email or text saying “Your password may have been compromised”
* Had your account hacked or noticed suspicious logins
* None of the above

Q6: Which of the following security tools have you heard of? (Multiple choice)

* zxcvbn (password strength analysis tool)
* HaveIBeenPwned (leaked data search site)
* 1Password (password manager)
* Never heard of any of them

Q7: What is your top priority when creating a password?

* Easy to type and remember
* Security (even if complex and hard to remember)
* Based on website requirements (only complex if required)
* Haven’t really thought about it